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弊社役員・社員を装った「なりすましメール」にご注意ください 

 

平素は格別のお引き立てを賜り、誠にありがとうございます。 

昨年末頃より、弊社役員や社員になりすまし、LINE への誘導やグループ参

加用 QR コードの送付を求める不審なメールが確認されています。 

これらのメールは 弊社とは一切関係ございません。 

差出人名が弊社役員・社員であっても、メールアドレスが正規ドメインと異

なる場合や、内容に覚えのない依頼が含まれる場合は、ウイルス感染や不正ア

クセスにつながるおそれがあります。 

被害を防ぐため、下記の点にご注意いただき、不審なメールは開かず削除し

ていただきますようお願い申し上げます。 

 

【ご注意いただきたい点】 

・メール本文内の URL をクリックしない 

・添付ファイルを 開かない 

・メールへの返信や、メッセージアプリへの 登録・応答を行わない 

 

【なりすましメールに見られる主な特徴】 

 ・送信者名は弊社役員・社員の名前でも、メールアドレスが弊社のドメイン

（@nichiden.com）ではない 

・「至急」「極秘」など緊急性を強調し、確認や相談をためらわせる表現を使用

している 

・LINE グループの作成や招待情報の送付を求めてくる 

 

今後も、不正アクセス対策を含む情報セキュリティの強化に継続して取り組

んでまいります。 

引き続き皆さまのご理解とご協力を賜りますよう、お願い申し上げます。 

以上  


